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Computer-generated hologram (CGH) has attracted more and more attention in some application fields, such as 3D 
display, optical security and beam shaping. In this paper, a strategy is presented for optical information verification 
based on CGH using binary phase (1-bit) with an aperture. The input is encoded into the cascaded phase-only 
masks based on CGH via iterative phase retrieval, and one extracted phase mask is binarized in which one part is 
selected according to an aperture and further embedded into a random binary-phase host mask. It is numerically 
illustrated that the reconstructed image can be effectively verified, when system parameters, such as aperture and 
phase-only masks, are correctly applied. It is demonstrated that the proposed method can provide a promising 
strategy for CGH-based optical verification. © 2017 Optical Society of America 

OCIS codes: (200.4740) Optical processing; (200.4560) Optical data processing. 
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1. INTRODUCTION  

Since computer-generated hologram (CGH) [1] was proposed, it 
has been becoming one of the most popular and important 
methods in some application areas, such as display and beam 
shaping. There are several approaches for computing CGH [2–7], 
such as iteration [2], fast generation using warping [3], ray-tracing 
[4], angular-spectrum layer-oriented method [5] and down 
sampling [7]. For instance, Gerchberg-Saxton algorithm [8] and its 
derivatives [9] are commonly applied to generate phase CGH. In 
the ray-tracing method, fringe pattern for each object point is 
individually calculated by diffraction and interference, and in the 
look-up table method each elemental fringe pattern corresponding 
to a point source is pre-calculated and stored for improving the 
computational speed.  
         Since double random phase encoding (DRPE) [10] was 
proposed, many optical security structures [11–29] have been 
developed. The CGH via iterative phase retrieval has also been 
applied for optical encoding and verification. The CGH via phase 
retrieval [21–29] is considered as one of the most important 
technologies due to its remarkable characteristics, such as 
convenient implementation by optics. It is demonstrated [21–29] 
that the input can be iteratively encoded. Phase-only masks 
extracted in phase-retrieval-based encoding systems [21–29] can 
be considered as CGH in essence, and phase retrieval approach is 
usually developed by using Gerchberg-Saxton (GS) algorithm [8] 
via an iterative operation. For instance, Wang et al. [21] encoded 

the input data into phase-only masks, and Hwang et al. [24] 
applied the GS algorithm with a phase modulation method for 
optical multiple-image encoding. In addition, different transfer 
domains [21–30], such as gyrator transform [26], have been 
flexibly integrated into the CGH system for optical encoding.  
         The CGH system via iterative phase retrieval has also been 
found to be a promising and effective method for optical 
information verification [31]. For instance, the extracted phase 
mask can be compressed [31], and only some sparse pixels in the 
extracted phase mask are available to the receivers. Hence, 
nonlinear correlation algorithm [31–45] can be further applied to 
verify the decoded images without information disclosure by 
connecting to a remote database. It is demonstrated [31,38] that it 
is possible to generate a new layer to enhance CGH-based system 
security. 
          However, phase distributions that are larger than 2-bit are 
usually applied in the CGH-based optical encryption and 
verification infrastructures. By using the lower-bit phase-only 
maps, it is possible to apply the cheaper optical components in the 
CGH-based optical information security systems.  
          In this paper, inspired by the works in Refs. [22,27,31,45], a 
strategy is presented for optical information verification based on 
CGH using binary phase (1-bit) with an aperture. The input is 
encoded into the cascaded phase-only masks based on CGH via 
iterative phase retrieval, and one extracted mask is binarized in 
which one part is selected according to an aperture and further 
embedded into a random binary-phase host mask. It will be 
demonstrated that the reconstructed images can be effectively 
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verified based on CGH system, and a promising strategy can be 
established for optical information verification. 
 

2. PRINCIPLES  

Figure 1 shows a schematic arrangement for the proposed method 
based on CGH. The input is iteratively encoded into the cascaded 
phase masks, and a digital approach is applied for the encoding. 
The main objective of encoding process is to obtain the 
approximated phase masks, when the related constraints 
[22,27,28,31], such as input image and setup parameters, are 
available.  
 

 
 

Fig. 1. A schematic for the proposed method using phase-only CGH. An aperture 
is used and can be placed behind mask 1, and it is straightforward to place it just 
before mask 1. Mask 1 denotes 1 ( , ),hM   and mask 2 denotes 2( , ).M    Since 

strategy with binarization and aperture is applied, the proposed method based 
on phase-only CGH is more suitable for encoding and verifying binary input 
images. In practice, the aperture may also be directly generated by using spatial 

light modulator.   

 
 
          To encode the input, M1 and M2 should be initialized, i.e., 
randomly in a range of [0,2 ].  Let ( )

1 ( , )nM   and ( )
2 ( , )nM    (n=1,2,3, 

...., N) respectively denote M1 and M2. Wavefront ( )( , )nO x y  in input 

image plane is described by 

                   2 1

( ) ( ) ( )
, , 1 2( , ) FrT FrT ( , ) ( , ) ,n n n
d dO x y M M            (1) 

where   denotes the wavelength, 1d  and 2d  denote axial 

distances, and FrT  denotes wave propagation in free space [30]. 
( , ),  ( , )   and ( , )x y  respectively denote coordinates of M1 

plane, M2 plane and input image plane. 
          Subsequently, constraint [22,27,28,31,38] is applied to 

generate an updated wavefront ( )ˆ ( , ).nO x y   

                                ( ) ( ) ( )ˆ ( , ) ( , ) ( , ) ( , ) ,n n nO x y I x y O x y O x y               (2) 

where ( , )I x y  denotes the input image, and | | denotes a modulus 

operation. Hence, M2 can be updated by [27,28,31] 
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where 
2,FrT d   denotes wave back-propagation in free space [30], 

and ( )
2

ˆ ( , )nM    denotes an updated phase mask M2.  

          Subsequently, an updated phase mask M1 ( )
1

ˆ ( , )nM   can be 

obtained by [22,31] 
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where 
1,FrT d   denotes wave back-propagation in free space [30], 

and asterisk denotes complex conjugate. The difference between 
estimated and desired outputs [22,27,28,31] is evaluated to 
determine whether the iterative process can be stopped. Here, 
correlation coefficient (CC) is calculated to evaluate the difference. 
When the calculated CC value is big enough (i.e., bigger than a 

threshold of 0.999), ( )
1

ˆ ( , )NM   and ( )
2

ˆ ( , )NM    can be considered as 

the desired phase-only CGHs, i.e., 1( , )M   and 2( , ).M    Otherwise, 

the updated masks obtained in Eqs. (3) and (4) are further used 
(i.e., iterative number n=n+1). 
          Here, to implement image verification without disclosure of 
the input image, the extracted mask 1( , )M    is further binarized 

[45] as 1 ( , )bM   which is described by 
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where angle denotes phase component, and Ave denotes the 
average value. Subsequently, only one part of the binarized phase 
mask 1 ( , )bM   is selected according to a designed aperture as 

follows: 

                             1
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where ( , )A   denotes the designed aperture, and 1
ˆ ( , )bM   

denotes the selected part of binarized mask M1 [i.e., from 

1 ( , )bM  ]. Finally, the pixels (i.e., within the aperture) in 1
ˆ ( , )bM   

directly replace the corresponding pixels in a pre-set random-
binary-phase host mask to generate the final binary phase mask 
M1, i.e., 1 ( , ).hM    Alternatively, 2( , )M    can also be binarized.  

          During optical recovery, 1 ( , )hM    and 2( , )M    are available 

to the authorized receiver, and the aperture should be correctly 
applied. The recovery process can be described by 

           2 1

2

, , 1 2
ˆ( , ) FrT FrT ( , ) ( , ) ( , ) ,d d hO x y M A M     

   
(7) 

where ˆ( , )O x y  denotes a recovered image. As seen in Fig. 1, the 

aperture is placed just behind M1 during image recovery. Since 
only a small part of binary-phase mask 1 ( , )hM    contains useful 

information, the recovered image is noisy even by using correct 
parameters. Due to the application of binarization operation and 
an aperture, the recovered image cannot visually render 
information about the input image. However, useful information 
related to the input image is still available in the recovered image. 
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Instead of direct observation of the input, nonlinear correlation 
algorithm [22,27,31–45] is applied to verify the recovered image. 
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where ( , )NC x y  is the verification distribution, FT denotes Fourier 

transform, and IFT denotes inverse Fourier transform. Other 
correlation algorithms [46–48] can also be applicable. In practice, 
original input image  ,I x y  can be placed in an independent 

database [49], and the receiver can use an interface to conduct 
information verification without directly viewing original input 
image. A flow chart in Fig. 2 shows the whole process 
aforementioned.  
 

 
 

Fig. 2. A flow chart to illustrate mask generation, image recovery and verification 
process. 

3. Results and discussion  

The setup in Fig. 1 is numerically conducted to show the validity. 
The plane wave is generated to illuminate phase mask, and laser 
wavelength is 600.0 nm. 1d  and 2d  are 17.0 cm and 12.0 cm, 

respectively. The extracted phase masks can be embedded into 
phase plate or spatial light modulators ( 4.65 m  and 

512 512 pixels) during the recovery. A digital approach should be 

applied for the generation of 1 ( , )hM    and 2( , ),M    and digital and 

optical approaches can be flexibly selected for the recovery and 
optical verification.  
          Figure 3(a) shows an input image (pixels of 512 512),  and 

Fig. 3(b) shows a relationship to illustrate an iterative process 
when CGH via iterative phase retrieval is applied. It is seen in Fig. 
3(b) that a rapid convergence rate, i.e., only 10 iterations, is 
achieved. Figures 3(c) and 3(d) show the extracted masks 1( , )M   

and 2( , ),M    respectively. In the proposed method, 1( , )M   is 

further bianrized, and only a small part of its binary version is 
selected according to a designed aperture. Figure 3(e) shows an 
aperture, and Fig. 3(f) shows the final binary-phase host mask 

1 ( , ).hM    As seen in Fig. 3(f), it is difficult to identify which part in 

the binary-phase mask 1 ( , )hM    is useful for subsequent recovery. 

One small region in Fig. 3(f) has been enlarged to clearly illustrate 
the binarization. In practice, the finally generated masks 1 ( , )hM    

and 2( , )M    can be transmitted to the receiver. When all 

parameters are correctly applied, a recovered image is shown in 
Fig. 4(a). CC value for Fig. 4(a) is 0.079. It can be seen in Fig. 4(a) 
that only noisy distribution is obtained due to the proposed 
strategy with binarization and aperture. This recovered image is 
further verified [22,27,31–45,50–54], and a verification 
distribution corresponding to Fig. 4(a) is shown in Fig. 4(b). Only 
one remarkable peak is generated over noisy background, and it 
means that the recovered image is authentic and the receiver has 
correct keys. In practice, other matching parameters can also be 
pre-set and used for the judgment.  
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                                    (e)                                   (f) 

Fig. 3. (a) An input image (pixels of 512 512),  (b) a relationship to illustrate the 

iterative encryption process when CGH via iterative phase retrieval is applied, (c) 

1( , )M    and (d) 2( , ),M    (e) an aperture, and (f) the final binary-phase host 

mask 1 ( , ).hM   An inset is given to clearly illustrate the operation. 
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                              (a)                                              (b) 

Fig. 4. (a) A recovered image generated when a receiver applies correct 
parameters, and (b) verification distribution corresponding to (a).   

 

       
                             (a)                                              (b) 

             
                             (c)                                              (d) 

       
                             (e)                                              (f) 

 
Fig. 5. (a) A recovered image generated when binary-phase host mask 1 ( , )hM   

is used without the aperture, (b) the verification distribution corresponding to 
(a); (c) a recovered image obtained when only the aperture is wrongly applied 
for the reconstruction, (d) the verification distribution corresponding to (c); (e) a 
recovered image obtained when only phase-only mask M2 [i.e., 2( , )M   ] is 

incorrectly applied for the recovery, (f) the verification distribution 
corresponding to (e).  

 
 
        Performance of system parameters is analyzed. Figure 5(a) 
shows a recovered image, when the random binary-phase host 
mask 1 ( , )hM    is used without the aperture. The CC value for Fig. 

5(a) is 0.020. Figure 5(b) shows the verification distribution 
generated by nonlinear correlation algorithm corresponding to 
Fig. 5(a). It is seen in Fig. 5(b) that only noisy distribution without 
remarkable peaks is obtained. Figure 5(c) shows a recovered 
image, when only the aperture is wrongly applied for the 

reconstruction. The CC value for Fig. 5(c) is 0.031. Figure 5(d) 
shows the verification distribution generated by nonlinear 
correlation algorithm corresponding to Fig. 5(c). Figure 5(e) shows 
a recovered image, when only the phase-only mask M2 [i.e., 

2( , )M   ] is incorrectly applied for the recovery. The CC value for 

Fig. 5(e) is 0.010. Figure 5(f) shows the verification distribution 
generated by nonlinear correlation algorithm corresponding to 
Fig. 5(e). It has been illustrated in Figs. 5(b), 5(d) and 5(f) that 
phase masks and the aperture are important parameters for 
optical information verification.  
           System robustness, i.e., against noise contamination, is further 
tested. Figure 6(a) shows a recovered image, when the finally 
generated masks 1 ( , )hM    and 2( , )M    [respectively in Figs. 3(f) 

and 3(d)] are contaminated by additive white noise [31] (zero 
mean noise with 0.10 variance). Correct parameters, such as setup 
parameters and aperture, have been applied for the recovery in 
Fig. 6(a). CC value for Fig. 6(a) is 0.068. Figure 6(b) shows a 
verification distribution corresponding to Fig. 6(a). It is illustrated 
that only one remarkable peak can still be generated. Useful 
information on recovered image is still sufficient to be verified. The 
proposed method shows high robustness against noise 
contamination.   
 

           
                                 (a)                                               (b) 

Fig. 6. (a) A recovered image obtained when 1 ( , )hM   and 2( , )M    are 

contaminated, and (b) verification distribution corresponding to (a).   

 
           The discrimination capability is also tested, when another 
input image [see Fig. 7(a)] is processed using the same parameters 
as those used for Figs. 3 and 4. Figure 7(b) shows a relationship for 
the iterations obtained during the encoding, when CGH via 
iterative phase retrieval is applied. Figure 7(c) shows a recovered 
image, when correct parameters are employed during the 
reconstruction. Due to the developed strategy with binarization 
and aperture, it can be seen that information related to the second 
input image cannot be clearly observed. Figure 7(d) shows the 
corresponding nonlinear correlation distribution between that in 
Fig. 7(c) and the original input image [i.e., Fig. 3(a)]. As seen in Fig. 
7(d), only noisy background is generated, and the proposed optical 
verification system possesses high discrimination capability. Some 
other tests using different input images have also been conducted, 
and similar results are always generated. 
           High flexibility to design the aperture can be achieved in the 
proposed method. Figures 8(a) and 8(b) show the apertures 
located at the positions which are different from that in Fig. 3(e). 
Figures 8(c) and 8(e) show the recovery and verification results, 
when the aperture in Fig. 8(a) is applied and all parameters are 
correctly used. Figures 8(d) and 8(f) show the recovery and 
verification results, when the aperture in Fig. 8(b) is applied and all 
parameters are correctly used. The CC values for Figs. 8(c) and 



8(d) are 0.072 and 0.075, respectively. It is illustrated in Figs. 8(c)–
8(f) that aperture positions can be flexibly designed. In practice, 
aperture size and shape can also be adjusted.  
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Fig. 7. (a) Another input, (b) a relationship to illustrate the iterative encryption 
process when CGH via iterative phase retrieval is applied, (c) a recovered image 
obtained when correct parameters are used during the reconstruction, and (d) 
nonlinear correlation distribution generated between that in (c) and the original 
input image in Fig. 3(a).      

 

 

   
                                        (a)                               (b) 

                               
                                        (c)                               (d) 

  
                               (e)                                                       (f) 

Fig. 8. (a) and (b) The apertures located at the different positions, (c) and (e) 
recovery and verification results obtained when the aperture in (a) is applied and 
all parameters are correctly used, (d) and (f) recovery and verification results 
obtained when the aperture in (b) is applied and all parameters are correctly 
used.   

           The advantages and the difference compared to conventional 
methods are further described and discussed: (1) Binary phase is 
applied based on CGH via phase retrieval for optical information 
verification, hence the cost for at least one device (such as phase-
only spatial light modulator) can be reduced since 1-bit optical 
component is requested. (2) Different from previous works 
[22,27,28,31,38], the proposed optical system based on CGH uses 
binary phase rather than sparse phase (i.e., usually larger than 2 
bit). In addition, a simple method with an aperture has been 
introduced to hide the binary-phase information. The proposed 
method can provide a strategy for effectively conducting 
information verification based on CGH via iterative phase retrieval. 
(3) Different from those in Refs. [44,45,53], binarization operation 
with an aperture has been successfully applied in the CGH system 
rather than conventional DRPE infrastructure, hence a novel 
implementation strategy has been established for optical 
verification. The method presented here can be applied to enrich 
variety of optical information verification systems [44,45,49,53]. 
(4) High flexibility is achieved in the proposed method. The 
aperture size, shape and position can be flexibly modified, and 
aperture array can also be applied in practice. A different aperture 
can also be placed just behind M2, and M2 may be binarized for 
encoding and verifying different binary input images. In addition, 
the input image may be sparsified before the encoding [22,45]. 
Different cascaded phase structures can also be employed to 
enhance system complexity to the attackers.  
 

4. Conclusions  

A method has been presented for optical information verification 
based on CGH using binary phase (1-bit) with an aperture. The 
input is encoded into noisy phase masks by using CGH via iterative 
phase retrieval, and one extracted phase mask is binarized in 
which one part is selected according to an aperture and further 
embedded into a random binary-phase host mask. The numerical 
results demonstrate that when the extracted phase masks and the 
aperture are correctly applied, the recovered image can be 
effectively verified. It has also been illustrated that the proposed 
optical verification method possesses high robustness and 
flexibility. The proposed method is suitable for verifying binary 
input images.  
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